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Perimeter Defense
PLATFORM FEATURE UPDATE

Adlumin's Perimeter Defense gives you insight into your network from the perspective 
of an attacker. With Perimeter Defense, all of your internet-facing servers, DMZs and ATM 
networks are constantly scanned and monitored for changes.

The first feature of Perimeter Defense to go live is port monitoring. Simply add the IP 
addresses or CIDRs of your high-value assets and networks from the Perimeter Defense 
management page, select a severity level, and Adlumin will monitor those assets for any port 
configuration changes. If changes are detected, Perimeter Defense will trigger an Adlumin 
detection with the severity level that you have selected.

In the coming weeks, new features and functionalities will be added to Perimeter Defense. 
Users will receive email notifications as new features become available in the platform.

The Perimeter Defense management page can be found under the Modules tab.


