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CISA Automated Indicator Sharing (AIS)

PLATFORM FEATURE UPDATE

Adlumin’s Threat Intelligence Scanner now includes threat intel feed data from the
Cybersecurity and Infrastructure Security Agency (CISA).

CISA, which operates under the authority of the Department of Homeland Security, builds
the national capacity to defend against cyberattacks. They also work with the federal
government to provide cybersecurity tools, incident response services, and assessment
capabilities to safeguard the ‘.gov’ networks that support the essential operations of partner
departments and agencies.

Adlumin is now a participating member in CISA’s Automated Indicator Sharing (AIS)
program. AIS enables the real-time exchange of machine-readable cyber threat indicators
and defensive measures to help protect participants of the AIS community and ultimately
reduce the prevalence of cyberattacks. The AIS community includes private sector entities;
federal departments and agencies; state, local, tribal, and territorial (SLTT) governments;
information sharing and analysis centers (ISACs) and information sharing and analysis
organizations (ISAOs).

By incorporating AIS feed data, Adlumin further strengthens its leading-edge threat
intelligence technology, ensuring that our customers are able to detect and respond to
threats in real-time.

You can access this new feature under Threat Intel on the left sidebar menu.
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Adlumin users will receive notifications in the form of a detection f any incoming event contains an IP
addross that OTX has deemed potentially malicious.
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